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Notice

1.

13.
14.

Descriptions of circuits, software and other related information in this document are provided only to illustrate the operation of semiconductor products
and application examples. You are fully responsible for the incorporation or any other use of the circuits, software, and information in the design of your
product or system. Renesas Electronics disclaims any and all liability for any losses and damages incurred by you or third parties arising from the use of
these circuits, software, or information.
Renesas Electronics hereby expressly disclaims any warranties against and liability for infringement or any other claims involving patents, copyrights, or
other intellectual property rights of third parties, by or arising from the use of Renesas Electronics products or technical information described in this
document, including but not limited to, the product data, drawings, charts, programs, algorithms, and application examples.
No license, express, implied or otherwise, is granted hereby under any patents, copyrights or other intellectual property rights of Renesas Electronics or
others.
You shall be responsible for determining what licenses are required from any third parties, and obtaining such licenses for the lawful import, export,
manufacture, sales, utilization, distribution or other disposal of any products incorporating Renesas Electronics products, if required.
You shall not alter, modify, copy, or reverse engineer any Renesas Electronics product, whether in whole or in part. Renesas Electronics disclaims any
and all liability for any losses or damages incurred by you or third parties arising from such alteration, modification, copying or reverse engineering.
Renesas Electronics products are classified according to the following two quality grades: “Standard” and “High Quality”. The intended applications for
each Renesas Electronics product depends on the product’s quality grade, as indicated below.

"Standard": Computers; office equipment; communications equipment; test and measurement equipment; audio and visual equipment; home

electronic appliances; machine tools; personal electronic equipment; industrial robots; etc.
"High Quality": Transportation equipment (automobiles, trains, ships, etc.); traffic control (traffic lights); large-scale communication equipment; key
financial terminal systems; safety control equipment; etc.

Unless expressly designated as a high reliability product or a product for harsh environments in a Renesas Electronics data sheet or other Renesas
Electronics document, Renesas Electronics products are not intended or authorized for use in products or systems that may pose a direct threat to
human life or bodily injury (artificial life support devices or systems; surgical implantations; etc.), or may cause serious property damage (space system;
undersea repeaters; nuclear power control systems; aircraft control systems; key plant systems; military equipment; etc.). Renesas Electronics disclaims
any and all liability for any damages or losses incurred by you or any third parties arising from the use of any Renesas Electronics product that is
inconsistent with any Renesas Electronics data sheet, user's manual or other Renesas Electronics document.
No semiconductor product is absolutely secure. Notwithstanding any security measures or features that may be implemented in Renesas Electronics
hardware or software products, Renesas Electronics shall have absolutely no liability arising out of any vulnerability or security breach, including but not
limited to any unauthorized access to or use of a Renesas Electronics product or a system that uses a Renesas Electronics product. RENESAS
ELECTRONICS DOES NOT WARRANT OR GUARANTEE THAT RENESAS ELECTRONICS PRODUCTS, OR ANY SYSTEMS CREATED USING
RENESAS ELECTRONICS PRODUCTS WILL BE INVULNERABLE OR FREE FROM CORRUPTION, ATTACK, VIRUSES, INTERFERENCE,
HACKING, DATA LOSS OR THEFT, OR OTHER SECURITY INTRUSION (“Vulnerability Issues”). RENESAS ELECTRONICS DISCLAIMS ANY AND
ALL RESPONSIBILITY OR LIABILITY ARISING FROM OR RELATED TO ANY VULNERABILITY ISSUES. FURTHERMORE, TO THE EXTENT
PERMITTED BY APPLICABLE LAW, RENESAS ELECTRONICS DISCLAIMS ANY AND ALL WARRANTIES, EXPRESS OR IMPLIED, WITH
RESPECT TO THIS DOCUMENT AND ANY RELATED OR ACCOMPANYING SOFTWARE OR HARDWARE, INCLUDING BUT NOT LIMITED TO THE
IMPLIED WARRANTIES OF MERCHANTABILITY, OR FITNESS FOR A PARTICULAR PURPOSE.
When using Renesas Electronics products, refer to the latest product information (data sheets, user’'s manuals, application notes, “General Notes for
Handling and Using Semiconductor Devices” in the reliability handbook, etc.), and ensure that usage conditions are within the ranges specified by
Renesas Electronics with respect to maximum ratings, operating power supply voltage range, heat dissipation characteristics, installation, etc. Renesas
Electronics disclaims any and all liability for any malfunctions, failure or accident arising out of the use of Renesas Electronics products outside of such
specified ranges.
Although Renesas Electronics endeavors to improve the quality and reliability of Renesas Electronics products, semiconductor products have specific
characteristics, such as the occurrence of failure at a certain rate and malfunctions under certain use conditions. Unless designated as a high reliability
product or a product for harsh environments in a Renesas Electronics data sheet or other Renesas Electronics document, Renesas Electronics products
are not subject to radiation resistance design. You are responsible for implementing safety measures to guard against the possibility of bodily injury,
injury or damage caused by fire, and/or danger to the public in the event of a failure or malfunction of Renesas Electronics products, such as safety
design for hardware and software, including but not limited to redundancy, fire control and malfunction prevention, appropriate treatment for aging
degradation or any other appropriate measures. Because the evaluation of microcomputer software alone is very difficult and impractical, you are
responsible for evaluating the safety of the final products or systems manufactured by you.

. Please contact a Renesas Electronics sales office for details as to environmental matters such as the environmental compatibility of each Renesas
Electronics product. You are responsible for carefully and sufficiently investigating applicable laws and regulations that regulate the inclusion or use of
controlled substances, including without limitation, the EU RoHS Directive, and using Renesas Electronics products in compliance with all these
applicable laws and regulations. Renesas Electronics disclaims any and all liability for damages or losses occurring as a result of your noncompliance
with applicable laws and regulations.

. Renesas Electronics products and technologies shall not be used for or incorporated into any products or systems whose manufacture, use, or sale is
prohibited under any applicable domestic or foreign laws or regulations. You shall comply with any applicable export control laws and regulations
promulgated and administered by the governments of any countries asserting jurisdiction over the parties or transactions.

. ltis the responsibility of the buyer or distributor of Renesas Electronics products, or any other party who distributes, disposes of, or otherwise sells or

transfers the product to a third party, to notify such third party in advance of the contents and conditions set forth in this document.

This document shall not be reprinted, reproduced or duplicated in any form, in whole or in part, without prior written consent of Renesas Electronics.

Please contact a Renesas Electronics sales office if you have any questions regarding the information contained in this document or Renesas

Electronics products.

(Note1) “Renesas Electronics” as used in this document means Renesas Electronics Corporation and also includes its directly or indirectly controlled

subsidiaries.

(Note2) “Renesas Electronics product(s)” means any product developed or manufactured by or for Renesas Electronics.

(Rev.5.0-1 October 2020)

Corporate Headquarters Contact information
TOYOSU FORESIA, 3-2-24 Toyosu, For further information on a product, technology, the most up-to-date
Koto-ku, Tokyo 135-0061, Japan version of a document, or your nearest sales office, please visit:

www.renesas.com/contact/.

www.renesas.com

Trademarks

Renesas and the Renesas logo are trademarks of Renesas
Electronics Corporation. All trademarks and registered trademarks
are the property of their respective owners.

© 2024 Renesas Electronics Corporation. All rights reserved.


https://www.renesas.com/
https://www.renesas.com/contact/

General Precautions in the Handling of Microprocessing Unit and Microcontroller
Unit Products

The following usage notes are applicable to all Microprocessing unit and Microcontroller unit products from Renesas. For detailed usage notes on the products
covered by this document, refer to the relevant sections of the document as well as any technical updates that have been issued for the products.

1.

Precaution against Electrostatic Discharge (ESD)

A strong electrical field, when exposed to a CMOS device, can cause destruction of the gate oxide and ultimately degrade the device operation. Steps
must be taken to stop the generation of static electricity as much as possible, and quickly dissipate it when it occurs. Environmental control must be
adequate. When it is dry, a humidifier should be used. This is recommended to avoid using insulators that can easily build up static electricity.
Semiconductor devices must be stored and transported in an anti-static container, static shielding bag or conductive material. All test and measurement
tools including work benches and floors must be grounded. The operator must also be grounded using a wrist strap. Semiconductor devices must not be
touched with bare hands. Similar precautions must be taken for printed circuit boards with mounted semiconductor devices.

Processing at power-on

The state of the product is undefined at the time when power is supplied. The states of internal circuits in the LSI are indeterminate and the states of
register settings and pins are undefined at the time when power is supplied. In a finished product where the reset signal is applied to the external reset
pin, the states of pins are not guaranteed from the time when power is supplied until the reset process is completed. In a similar way, the states of pins in
a product that is reset by an on-chip power-on reset function are not guaranteed from the time when power is supplied until the power reaches the level
at which resetting is specified.

Input of signal during power-off state

Do not input signals or an 1/0 pull-up power supply while the device is powered off. The current injection that results from input of such a signal or /0
pull-up power supply may cause malfunction and the abnormal current that passes in the device at this time may cause degradation of internal elements.
Follow the guideline for input signal during power-off state as described in your product documentation.

Handling of unused pins

Handle unused pins in accordance with the directions given under handling of unused pins in the manual. The input pins of CMOS products are
generally in the high-impedance state. In operation with an unused pin in the open-circuit state, extra electromagnetic noise is induced in the vicinity of
the LSI, an associated shoot-through current flows internally, and malfunctions occur due to the false recognition of the pin state as an input signal
become possible.

Clock signals

After applying a reset, only release the reset line after the operating clock signal becomes stable. When switching the clock signal during program
execution, wait until the target clock signal is stabilized. When the clock signal is generated with an external resonator or from an external oscillator
during a reset, ensure that the reset line is only released after full stabilization of the clock signal. Additionally, when switching to a clock signal produced
with an external resonator or by an external oscillator while program execution is in progress, wait until the target clock signal is stable.

Voltage application waveform at input pin

Waveform distortion due to input noise or a reflected wave may cause malfunction. If the input of the CMOS device stays in the area between Vi. (Max.)
and Vi (Min.) due to noise, for example, the device may malfunction. Take care to prevent chattering noise from entering the device when the input level
is fixed, and also in the transition period when the input level passes through the area between Vi. (Max.) and V4 (Min.).

Prohibition of access to reserved addresses

Access to reserved addresses is prohibited. The reserved addresses are provided for possible future expansion of functions. Do not access these
addresses as the correct operation of the LSI is not guaranteed.

Differences between products

Before changing from one product to another, for example to a product with a different part number, confirm that the change will not lead to problems.
The characteristics of a microprocessing unit or microcontroller unit products in the same group but having a different part number might differ in terms of
internal memory capacity, layout pattern, and other factors, which can affect the ranges of electrical characteristics, such as characteristic values,
operating margins, immunity to noise, and amount of radiated noise. When changing to a product with a different part number, implement a system-

evaluation test for the given product.
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Preface

Thank you for purchasing the PG-FP6. The PG-FP6 is a flash memory programmer for MCUs from Renesas
Electronics.

If you have any questions about the PG-FP6, submit your opinions or impressions by using the Give
Feedback form or contact your local distributor.

You can download the latest manuals from the Renesas Tools homepage (https://www.renesas.com/pg-fp6).

R20UT5453EJ0100 Rev.1.00
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PG-FP6 V1.12 Important

Important
Before using this product, be sure to read this user’'s manual carefully.

Keep this user’'s manual, and refer to it when you have questions about this product.

Purpose of use of the product:
This product is a device to support the development of systems that uses MCUs from Renesas
Electronics. This product is a tool that erases, writes and verifies programs on a Renesas Electronics on-
chip flash memory MCU on the target system.
Be sure to use this product correctly according to said purpose of use. Please avoid using this product
other than for its intended purpose of use.

For those who use this product:
This product can only be used by those who have carefully read the user’'s manual and know how to use
it.

Use of this product requires basic knowledge of electric circuits, logical circuits, and MCUs.

When using this product:

(1) This product is a development-support unit for use in your program development and evaluation
stages. When a program you have finished developing is to be incorporated in a mass-produced
product, the judgment as to whether it can be put to practical use is entirely your own responsibility,
and should be based on evaluation of the device on which it is installed and other experiments.

(2) In no event shall Renesas Electronics Corporation be liable for any consequence arising from the
use of this product.

(3) Renesas Electronics Corporation strives to provide workarounds for and correct trouble with
products malfunctions, with some free and some incurring charges. However, this does not
necessarily mean that Renesas Electronics Corporation guarantees the provision of a workaround or
correction under any circumstances.

(4) Renesas Electronics Corporation cannot predict all possible situations and possible cases of misuse
that carry a potential for danger. Therefore, the warnings in this user's manual and the warning
labels attached to this product do not necessarily cover all such possible situations and cases. The
customer is responsible for correctly and safely using this product.

(5) The power adapter that comes with the product covered by this document conforms to the region-
specific standard. This fact must be taken into account when the product is to be used in some other
country.

(6) Renesas Electronics Corporation will not assume responsibility of direct or indirect damage caused
by an accidental failure or malfunction in this product.

When disposing of this product:
Penalties may be applicable for incorrect disposal of this waste, in accordance with your national
legislation.

R20UT5453EJ0100 Rev.1.00 ’2 Page 5 of 189
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Usage restrictions:
This product has been developed as a means of supporting system development by users. Therefore, do
not use it as an embedded device in other equipment.

About product changes:
We are constantly making efforts to improve the design and performance of our product. Therefore, the
specification or design of the product, or this user's manual, may be changed without prior notice.

About rights:

(1) We assume no responsibility for any damage or infringement on patent rights or any other rights arising
from the use of any information, products or circuits presented in this user’'s manual.

(2) The information or data in this user’s manual does not implicitly or otherwise grant a license to patent
rights or any other rights belonging to Renesas or to a third party.

(3) This user’'s manual and this product are copyrighted, with all rights reserved by Renesas. This user’s
manual may not be copied, duplicated or reproduced, in whole or part, without prior written consent from
Renesas.

About diagrams:
Some diagrams in this user’'s manual may differ from the objects they represent.

R20UT5453EJ0100 Rev.1.00 ’2 Page 6 of 189
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Precautions for Safety

This chapter describes the precautions which should be taken in order to use this product safely and
properly. Be sure to read and understand this chapter before using this product.

Contact us if you have any questions about the precautions described here.

& WARNING indicates a potentially dangerous situation that will cause death or heavy
WARNING wound unless it is avoided.

& CAUTION CAUTION indicates a potentially dangerous situation that will cause a slight injury or a
medium-degree injury or property damage unless it is avoided.

In addition to the two above, the following are also used as appropriate.

/\ means WARNING or CAUTION.

Example: c
CAUTION AGAINST AN ELECTRIC SHOCK

© means PROHIBITION.

Example: ®
DISASSEMBLY PROHIBITED
@® means A FORCIBLE ACTION.

Example:

%UNPLUG THE POWER CABLE FROM THE RECEPTACLE.

R20UT5453EJ0100 Rev.1.00 ’2 Page 7 of 189
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/\ WARNING

Warnings for Power Supply:

If the power cable of the power adapter that comes with the product does not fit the receptacle, do not alter
the power cable and do not plug it forcibly. Failure to comply may cause electric shock and/or fire.

Use a power cable which complies with the safety standard of the country.

Do not touch the plug of the power cable when your hands are wet. This may cause electric shock.
This product is connected signal ground with frame ground. If yours developing product is transform-less
(not having isolation transformer of power), this may cause electric shock. Also, this may give an un-
repairable damage to this product and your developing product.

While developing, connect power of the product to commercial power through isolation transformer in
order to avoid these dangers.

To eliminate differences in potential between the grounds of this product and of the user system, only
connect the plug of the power cable to the outlet after connecting this product and the user system.

If other equipment is connected to the same branch circuit, care should be taken not to overload the
circuit.

If you smell a strange odor, hear an unusual sound, or see smoke coming from this product, then
disconnect power immediately by unplugging the power cable from the outlet.
Do not use this as it is because of the danger of electric shock and/or fire. In this case, contact your local
distributor.

Before setting up this product and connecting it to other devices, turn off power or remove a power cable
to prevent injury or product damage.

Warnings to Be Taken for Handling:
Do not modify this product. Personal injury due to electric shock may occur if this product is modified.
Modifying the product will void your warranty.

Warning for Installation:
1,?) Do not set this product in water or areas of high humidity. Spilling water or some other liquid into the
md product may cause un-repairable damage.

Warning for Use Temperature:
The maximum allowable ambient temperature for using this product is 35 °C. Care should be taken that a
maximum ambient temperature is not exceeded when this product is to be used.

R20UT5453EJ0100 Rev.1.00 ’2 Page 8 of 189
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/\ CAUTION

Caution on the Power Adapter:

Use only the supplied dedicated power adapter for this product.
Do not use the power adapter for other equipment.

Caution on Turning on the Power:

Observe the following specified order for the power-on and power-off procedures of the user system and
this product. Doing otherwise may cause the user system or this product to fail.

Power ON: (1) This product ON, (2) User system ON
Power OFF: (1) User system OFF, (2) This product OFF

Caution on Handling This Product:

Exercise caution when handling the product. Be careful not to apply a mechanical shock.

Do not touch the connector pins of this product and the target MCU connector pins directly. Static
electricity may damage the internal circuits.

When attaching and removing the cable, hold the plug of the cable and do not touch the cable. Do not pull
this product by the communications interface cable or the flexible cable. Excessive flexing or force may
break conductors.

R20UT5453EJ0100 Rev.1.00 ’2 Page 9 of 189
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/\ CAUTION

-~

Caution on System Malfunctions:

If this product malfunctions because of interference like external noise, do the following to remedy the
trouble.

Exit the FP6 Terminal, and shut OFF this product and the user system.

After a lapse of 10 seconds, turn ON the power of this product and the user system again, and then launch
the FP6 Terminal.

It | @

Caution on Disposal:

Penalties may be applicable for incorrect disposal of this waste, in accordance with your national
legislation.

European Union regulatory notices:

The WEEE (Waste Electrical and Electronic Equipment) regulations put responsibilities on producers for
the collection and recycling or disposal of electrical and electronic waste. Return of WEEE under these
regulations is applicable in the European Union only. This equipment (including all accessories) is not
intended for household use. After use the equipment cannot be disposed of as household waste, and the
WEEE must be treated, recycled and disposed of in an environmentally sound manner.

Renesas Electronics Europe GmbH can take back end of life equipment, register for this service at
“hittp://www.renesas.eu/weee”.

R20UT5453EJ0100 Rev.1.00
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How to Use This Manual

Purposes and Target Readers

The purpose of this manual is to give users an understanding of the basic specifications and correct use of
the PG-FP6. This manual is intended for users who are using the flash programmer in designing and
developing a system that employs a Renesas Electronics microcontroller equipped with on-chip flash
memory.

It is assumed that the readers of this manual have a basic knowledge of microcontrollers, Windows, and
electrical and logic circuits.

Use this product after sufficiently confirming the manual of the microcontroller in use.

Conventions

« Note: Footnote for item marked with “Note” in the text.
o Caution: Information requiring particular attention
« Remark: Supplementary information
« Numeral representations:  Binary ... xxxx or xxxxB
Decimal ... xxxx
Hexadecimal ... OxXXXX or xxxxH
« “ 7. Any character or item on the screen that can be selected or input
« [ ] Name of a button

« [ ]: Name of a command, dialog box, tabbed page, option, or area on the screen

R20UT5453EJ0100 Rev.1.00
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How to Use This Manual

Terminology

The meanings of the terms used in this document are as follows.

Term

Meaning

FP6 main unit

Abbreviation of the flash memory programmer PG-FP6

FP6 Terminal Windows® application including functions for creating or changing setting files for the
FP6 and handling commands for the PG-FP6 main unit
FP6 Collective term for a system consisting of the FP6 main unit and FP6 Terminal

FP6 Gang Programmer

Windows® application for operating up to 12 FP6 main units and having a simultaneous
programming function

MCU

Abbreviation of “microcontroller unit”

Target device

On-chip flash memory microcontroller from Renesas Electronics

Target system

User-designed board on which the target device is mounted

Setting file FP6’s setting file (file extension: *.esf or .es6).
This file contains settings regarding the programming environment such as the target
device and options.

Program file Program to be written to the MCU. For the FP6, the following file formats are supported.

<RL78, 78K, and V850>

a. Intel HEX format HEX file

b. Intel HEX format HCUHEX file

c. Motorola S-record format HEX file

d. Motorola S-record format HCUHEX file

e. RPI file (only supported for RL78 products)
f. RPE file

g. Binary file

<RX family and SuperH family>

a. Intel HEX format HEX file

b. Motorola S-record format HEX file

c. DDl file (only supported for SuperH products)
d. RPI file

e. RPE file

f. Binary file

<RH850 family, R8C family, Renesas Synergy™ family, RA family and RE family>

a. Intel HEX format HEX file

b. Motorola S-record format HEX file

c. RPI file (not supported for R8C products)

d. RPE file

e. Binary file

f. SFP file (only supported for some target devices of RA products)

Note Only the ASCII character code (1 byte) is supported. Unicode is not supported.

Flash-option data

General term for MCU operation settings such as security settings

HEX file HEX file of Intel HEX format type or Motorola S-record format type that does not include
flash-option data

HCUHEX file For details, refer to the following Web page.
https://www.renesas.com/us/en/hcu

DDl file File that contains data in multiple flash areas generated by the Flash Development
Toolkit

RPI file Image file generated by the RFP that combine usable HEX files and flash-option data

RPE file An encrypted program file that has been generated by the encryption utility program

SFP file An encrypted program file that has been generated by the Security Key Management

Tool

R20UT5453EJ0100 Rev.1.00
Apr.01.24
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PG-FP6 V1.12

How to Use This Manual

Term

Meaning

Flash Development Toolkit

Software for programming the on-chip flash memory of Renesas MCUs. For details,
refer to the following Web page.
https://www.renesas.com/fdt

RFP

Abbreviation of “Renesas Flash Programmer”, software for programming the on-chip
flash memory of Renesas MCUs.

For details, refer to the following Web page.

https://www.renesas.com/rfp

Parameter file

Information file specific to the target device (file extension: *.pr5 or .pr6). This file is for
use by the FP6 Terminal and PG-FP6 main unit.

Each parameter file holds parameter information required for programming of the flash
memory in the target device.

Programming area

Area in the FP6 main unit for saving the parameter, settings, and program files

FINE

Single- or dual-line communications interface operating through the FINE pins of an
MCU. Some of our MCUs support programming via single-line FINE.

ID authentication mode

One of the security features of the MCU. Connection of the flash programmer is
protected by ID authentication.

For details, refer to the user’s manual of the MCU.

Command protection mode

One of the security features of the MCU. Execution of individual commands (e.g., the
erase command) can be restricted.

For details on operations while the security feature is enabled, refer to the user’s manual
of the MCU.

TSIP Dedicated hardware secure IP (Trusted Secure IP) for managing encryption keys. For
details, contact a Renesas Electronics sales office.

DLM Management to maintain security in the entire life cycle of the device (device life-cycle
management).
For details, refer to the user’'s manual of the target device.

ID Tag Data for programming in the data flash memory of some V850 target devices. For

details, refer to the user's manual of the target device.

Renesas Partition Data File

File including the information on the boundary setting output from the e? studio for the
RA family

SWD

Two-wire communications interface using the debug communications pins of the MCU

Security Key Management
Tool

The Security Key Management Tool is a key-wrapping tool for use with key-
management systems that use security IP modules incorporated in Renesas MCUs and
MPUs.

For details, refer to the following Web page.
https://www.renesas.com/software-tool/security-key-management-tool

R20UT5453EJ0100 Rev.1.00
Apr.01.24
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How to Use This Manual

Replacing Terms

Some terms used in this application should be replaced as shown in the tables below, depending on the

target device to be used.

« When an RL78 MCU is to be used:

Term in This Application

To be Replaced with

Access window (AW)

Flash shield window

« When an RH850 with an extended user area is to be used:

Term in This Application

To be Replaced with

User Boot Area

Extended user area

+« When an RH850 with an extended data area is to be used:

Term in This Application

To be Replaced with

Data Flash

Extended data area

« When an RH850 with a double map mode is to be used:

Term in This Application

To be Replaced with

Dual mode Double map mode
Linear mode Single map mode

Term in This Application To be Replaced with
Config Area Configuration setting area

Option-setting memory

Remark: The term differs with the target device.

R20UT5453EJ0100 Rev.1.00
Apr.01.24
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1.0verview

The FP6 is a tool that is used to erase, write, and verify programs on a Renesas Electronics on-chip flash
memory MCU on the target system.

11 Features

« Standalone programming
« Programming through the dedicated FP6 Terminal GUI under PC control
« Selectable from among up to eight programming environments

« Specialized for use on production lines (command control via serial communication and remote control of
signals from external devices)

« Programming of a unique code to a designated area of flash memory

« The FP6 Manager allows the customization required in development and mass-production, such as
prevention of a programming operator from modifying the programming settings.

« Self-testing function

« Support for simultaneous programming by FP6 Gang Programmer gang programming GUI, with the use
of up to 12 PG-FP6 units*'

« Enhancement of the FP6 Manager and the encryption of program files to improve security against theft*?

« Compatibility with the PG-FP5 interface allows the utilization of setting files that were for use with the PG-
FP5.

Notes: 1. FP6 Terminal V1.03.00 or a later version
2. FP6 Terminal V1.04.00 or a later version

1.2 Supported Microcontrollers
Microcontrollers supported by the FP6 are listed on the Web page at the following link:

https://www.renesas.com/pg-fp6
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1.3 FP6 System Configuration

The system configuration of the FP6 is shown below.

a’ I Power adapter

(comes with the product)

- —

[

b
B
I

—— e e e ===

FP6 gang programmer FP6 Terminal & USB cable (mini-B type) PG-FP6

1

1

1

1

1

1

1

1

1

PC (comes with the product) 1
1
1
1
1
1
1
1
1
1
1

|

Web

Software Package (free of charge)

- GUI software (FP6 Terminal)

- GUI software (FP6 gang programmer)

- Encryption utility program

- Renesas Flash Programmer utility program
- Firmware I
- USB driver

- User's manual

GND cable

(comes with the product) (comes with the product)

14-pin target cable T

l RTEOTOO001FWRXX000R (*1),

*1 : XX depends on the region.

Target connector

i (optional)

Target system

Note: The product type name and the standard with which the power adapter that comes with the FP6 complies vary
with the region where it is to be used. Be sure to use the power adapter that is appropriate for your region.

Figure 1.1 Image of FP6 Connection

Table 1.1 Product Type Names for Ordering

Target Region Product Type Name Plug Shape Voltage
Range™
Japan RTEOT00001FWRJPOOOR AC:
100-240 V
A
g 71
Europe and USA RTEOT00001FWREAOOOR { \B
SE C BF A
China, Hong Kong, | RTEOT00001FWRASO00R (ﬂl
Chinese Taipei, =
South Korea,
Singapore
SE Cc BF A

Note: This voltage range is for the power adapter. For the voltage intended for the power cable, check the indication
around the plug.

Cautions:

1. Since regulations that apply to the FP6 vary with the region, we cannot ship a product to a region
other than that from which the order was made. For example, if you place an order in Japan, you
cannot purchase a product intended for Europe and the USA.

Please purchase the product from a Renesas Electronics Corporation representative (responsible
for sales) or distributor in the region where it is to be used.

2. If you wish to know which model is available in a region not included in the above table, please
contact either a Renesas Electronics Corporation representative (responsible for sales) or
distributor.

3. The power adapter that comes with the FP6 complies with the regulations that are applicable in the
target region. Its plug is also in the shape that is usable in that region.
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1.4 Optional Products
We provide useful optional products (separately sold) for use with the FP6.

« 14-pin to 16-pin conversion adapter for the E1 emulator (type name: QB-F14T16-01)

o 20-pin conversion adapter for the PG-FP6 (type name: RTEOT00001FWRBO0O0OOR)

« User system interface cable (20-pin to 20-pin) for the E2 emulator (type name: RTEOT00020KCAC0000J)
« User system interface cable (20-pin to 10-pin) for the E2 emulator (type name: RTEOT00020KCAC1000J)

For details on the optional products, refer to the following Web page in the Development Tools section of the
Renesas site.

https://www.renesas.com/pg-fp6

The optional products are also available for purchase from Naito Densei Machida Mfg. Co., Ltd. Contact the
company through the following site for details.

« Web site for Naito Densei Machida Mfg Co., Ltd:
https://www.ndk-m.co.jp

1.5 Operating Environments

1.5.1 Hardware environment

e Host PC
— Processor: At least 1 GHz
— Main memory: At least 2 Gbytes; 4 Gbytes or more recommended
— Display: Resolution should be at least 1024 x 768.
— Interface: USB2.0 or serial interface (RS-232C)

1.5.2 Software environment

o Operating System
— Windows 10 (32-bit edition, 64-bit edition)
— Windows 11
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1.6 List of Specifications

Table 1.2 List of Specifications

Category Items Specifications
Hardware Operating power e Supplied via the power adapter (5 V, 2 A): recommended
specifications | supply e USB-bus power supply (VBUS 4.5 V min./500 mA max.)
Operating Temperature: 5°C to 35°C (no condensation)
environment
condition
Storage environment | Temperature: —15°C to 55°C (no condensation)
condition
Package size 140 x 95 x 30 mm (not including projections)
(H x W x D)
Weight Approximately 245 g
Host PC interface Target host PC: Refer to section 1.5, Operating Environments.
USB connector: USB 2.0 (mini-B type)
Serial port: 9-pin D-Sub male port for RS-232C™
Target interface 15-pin D-Sub female target connector
Power supply: 1.8 V to 5.5 V, 500 mA max.™
Remote interface 15-pin D-Sub female remote connector

Interface level: 3.3 V

FP6 functions | Operation of the FP6 |e Use of the GUI (FP6 Terminal)

main unit e Use of the gang programming GUI (FP6 Gang Programmer)

e Use of communications commands

e Standalone operation with the use of the buttons of the FP6 main unit

¢ Remote interface operation using signals from an external control unit
Selectable Up to eight target environments are selectable for the programming area (384
programming MB max.)

environment

Security functions of Pattern authentication when the main unit is started

the FP6 main unit

e Password authentication when the settings of the security function are
changed

e Alimit on the number of times authentication can be attempted
e Reading of RPE files

¢ Restricting the operation of the FP6 main unit (in terms of the number of
times the target device can be programmed and restriction of the execution
of commands)

e Encrypting the data stored in the FP6 main unit

Attached Power adapter Power adapter for each region™
items USB cable Approximately 2 m
Target cable 14-pin type

Cable length: Approximately 42 cm

GND cable Approximately 1 m

Notes: 1. Connecting to the host PC has to use a cross cable.
2. The maximum power-supply current is 100 mA when USB bus power is being supplied; however, this
depends on the performance of the USB host in terms of the supply of power.
3. The power adapter that comes with the FP6 varies with the region where it is to be used. For the product
type names, see Table 1.1, Product Type Names for Ordering.
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1.7 Formats of Program Files

For a HEX file to be readable by the FP6, it must have the correct format and satisfy the following conditions.
If a program file with a non-supported format is read, an error will occur.

1.7.1 Intel HEX format

« The format file ends with the end record.
« Alllines consist solely of record types 00 to 05.

1.7.2 Motorola S format

« The format file ends with the end record (S7, S8, or S9).

« Alllines consist solely of record types SO to S9 (excluding S4).
1.7.3  RPIfiles

An RPI file is an image file which combines a program file and flash option data and is generated by using
the RFP. For details on the RFP, refer to the following Web page.

https://www.renesas.com/rfp

1.7.4  RPEfiles

An RPE file is a file in which a program file is encrypted and can be generated by the encryption utility
program that comes with this product. For how to generate such files, refer to chapter 8, Encryption Utility
Program.
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1.8 Regulatory Compliance Notices

C€

This equipment complies with the EMC protection requirements.

WARNING

This is a ‘Class A’ equipment. This equipment can cause radio frequency noise when used in the
residential area. In such cases, the user/operator of the equipment may be required to take
appropriate countermeasures under his responsibility.

CAUTION

This equipment should be handled like a CMOS semiconductor device. The user must take all
precautions to avoid build-up of static electricity while working with this equipment. All test and
measurement tool including the workbench must be grounded. The user/operator must be grounded
using the wrist strap. The connectors and/or device pins should not be touched with bare hands.

WEEE Directive (2012/19/EU)
The Waste Electrical and Electronic Equipment Regulations 2013
For customers in the UK & European Union

The WEEE (Waste Electrical and Electronic Equipment)

regulations put responsibilities on producers for the collection and recycling or
disposal of electrical and electronic waste. Return of WEEE under these
regulations is applicable in the UK and European Union.

_ This equipment (including all accessories) is not intended for household use. After
use the equipment cannot be disposed of as household waste, and the WEEE must be treated, recycled
and disposed of in an environmentally sound manner.

Renesas Electronics Europe GmbH can take back end of life equipment. Register for this service at;

https://www.renesas.com/eu/en/support/regional-customer-support/weee
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2.FP6 Main Unit: Names and Functions of Parts

This chapter gives the names and functions of the parts on the FP6 main unit.
21 FP6 Control Panel

Indicators and buttons are placed on the top of the FP6.

SREMESAS
T
Message display
Status LEDs | | |
HEXT EMTER TANCEL
Control buttons | | i |
1
START

PGS-FRE

Figure 2.1 FP6 Top View <Control Panel>

(1) Indicators

« Message display An LCD display of 16 x 2 characters that indicates the operating mode or
menus.
It is mainly used when the FP6 is in standalone mode.

« Status LEDs These LEDs show the operating state of the FP6.

PASS (blue) indicates a normal end, BUSY (orange) indicates processing in
progress, and ERROR (red) indicates an abnormal end.

« VCCLED This LED is illuminated (green) when power is being supplied to the user
system.

(2) Buttons

o [NEXT] button Proceeds to the next menu item.

o [ENTER] button Selects the item shown in the message display.

o [CANCEL] button Cancels the current selection and returns to the previous menu item. The
currently running command cannot be stopped, except for the [Read] command.

o [START] button Executes the [Start] command with the current active-programming-area setting.
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2.2 FP6 Connectors

The power-supply connector, serial port, and USB connector are placed on the host interface side of the

FP6.

The target connector, GND connector, and remote connector are placed on the target connector side of the

FP6.

Serial port
USB connector Power-supply connector
TENESAS
I
A Ry N
HEXT EMTER TAMCEL
START
PG-FPES
Target connector Remote connector

GND connector

Figure 2.2 FP6 Top View <Connectors>

Power-supply connector Serial port USB connector

Figure 2.3 FP6 Host Interface Side

- © ,
I
|

| |
Target connector GND connector Remote connector

Figure 2.4 FP6 Target Connector Side

R20UT5453EJ0100 Rev.1.00
Apr.01.24

RENESAS

Page 27 of 189




PG-FP6 V1.12

2. FP6 Main Unit: Names and Functions of Parts

\

J/

Power switch

Security slot

Figure 2.5 Power Switch
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(1) Power-supply connector

Connect the power-supply connector to the power adapter for your region. For details on the power-
supply connector specifications, refer to chapter 10, Connectors and Cables.

Note: Do not use a power adapter other than that included with the PG-FP6.

(2) Serial port
Communication is established by connecting the host PC serial port and the FP6 serial port via a serial
cable (RS-232C crossover cable). The data transfer conditions are as follows.

— Data transfer speed: 9,600 bps, 19,200 bps, 38,400 bps, 57,600 bps, or 115,200 bps
— Data bit: 8 bits

— Parity: none

— Stop bit: 1 bit

— Flow control: hardware

The transfer speed can be changed although it is set to 9,600 bps by default. For details on the serial
connector specifications, refer to chapter 10, Connectors and Cables.

(3) USB connector

Communication is established by connecting the FP6 USB connector (mini-B type) and the host PC USB
port via a USB cable. This connector conforms to USB 2.0 standards. For details on the USB connector
specifications, refer to chapter 10, Connectors and Cables.

(4) Target connector
Connect the target connector to the target system via the target cable. For details on the target connector
specifications, refer to chapter 10, Connectors and Cables.

(5) GND connector

To reinforce the GND, connect the GND connector of the FP6 and the GND of the target system via the
GND cable. For details on the GND connector specifications, refer to chapter 10, Connectors and Cables.

Note: The FP6 and target system may be damaged if there are differences in potential between the
grounds of the FP6 and of the target system. Use the GND cable to eliminate differences in potential
before connecting the target cable.

(6) Remote connector

The FP6 can be remote controlled by connecting the remote connector and an external control device.
For details on remote operation, refer to chapter 6, Usage of the Remote Connector, and chapter 10,
Connectors and Cables.

(7) Power switch
The power switch turns on/off the FP6.

(8) Security slot
This is a security slot for the Kensington lock.
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3.Software Installation

This chapter explains how to install software.
3.1 Obtaining Software
Download the PG-FP6 software from the following Web page.

https://www.renesas.com/pg-fp6

Note: We recommend the use of the latest version of software to assure the correct operation of the FP6.

3.2 Installation

This section explains the installation procedure for the PG-FP6 software.

Table 3.1 Installation

Item Method
PG-FP6 Execute the downloaded executable file (PG-FP6_Package_Vxxx.exe) and follow the directions on the
software installer screen. After installation, the USB driver detects the FP6 by plug-and-play.
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3.21 Notes on installation

(1) Basically we recommend using the latest version.

(2) You might be asked to reboot your computer after installing the FP6. Be sure to close all other
applications before rebooting your computer.

(3) You must have administrator privileges to install the FP6.
(4) The FP6 can only be installed in a folder that is named using ASCII characters (excluding the 11

characters / *: <> 7?|"\;, and character strings that begin and end with a space). The FP6 might not
operate correctly if installed in a folder that is named using other characters.

(5) The FP6 cannot be installed from a network drive or on a network drive.

(6) The installer does not specify environment variable paths. If these paths are required, add them after
installation.

(7) The Microsoft .NET Framework and the Microsoft Visual C++ runtime libraries are required to run the
installer. If the Microsoft .NET Framework and the Microsoft Visual C++ runtime libraries are not
installed, the FP6 Terminal will install them.

(8) Make sure that your host PC is connected to the network before installing the program. If you wish to
install the program on a host PC that is not connected to the network, first go to the Microsoft Download
Center and install the Microsoft .NET Framework 4.5.2 or later before installing the FP6 Terminal.

(9) If the installer is started on a non-Japanese version of Windows and the path contains multi-byte
characters, it will cause an error, and the installer will not start.

(10) The following folders created after installation (including the files under the folders) contain files required
for the tools to operate. Do not delete them.

(Windows is the 32-bit edition and the system drive is C:)
C:\Program Files\Renesas Electronics\Programming Tools\
(Windows is the 64-bit edition and the system drive is C:)
C:\Program Files (x86)\Renesas Electronics\Programming Tools\

(11) To change the folder of the installed tools, uninstall all software related to CS+ (integrated development
environment from Renesas), the FP6 Terminal, and the USB driver, and install them again.

(12) In the environment where CS+, the FP6 Terminal, and the USB driver for the FP6 are installed, the FP6
Terminal and the USB driver for the FP6 are included in the target software of the CS+ integrated
uninstaller. If you do not wish to delete them, exclude them from the uninstallation targets.

(13) If a CS+ instance launched via Rapid Start is in the notification area (system tray) during installation, the
following error message will appear. Exit the application, and run the installer again.

Cluestion(20140035) >

Close these applications and click Retry to continue,
The application may display the icon in the notification area (system
tray).

o The following applications in the installation folder are running.

- CubeSuite\W+ exe

Retry Cancel

Figure 3.1 Message Dialog Box (Question (Q0140035))
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3.3 Uninstallation

This section explains how to uninstall the PG-FP6 software. The uninstallation order is not prescribed.

Table 3.2 Uninstallation

Item Method

PG-FP6 software |Use [Add or Remove Programs] on the Control Panel to uninstall the FP6 Terminal and the USB
driver. The names are [PG-FP6] and [Renesas USB Driver x86 for PG-FP6] (or [Renesas USB
Driver x64 for PG-FP6]), respectively.
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4.Usage of the FP6 Terminal

4.1 Main Window

The main window of the FP6 Terminal that has been started up is shown below.

FP& Terminal V1.06.00 — O *

Eile  Programmer  Jarget Device  Help

P S ae/ 0 8 %8 (D)

Programmer

Project

Program File

(E) |

(F) I Clear status and message

Figure 4.1 Main Window

Table 4.1 Main Window

Name Description Refer to
(A) |[Menu bar Commands executable through the FP6 Terminal 4.4
(B) |Toolbar Frequently used commands (provided as buttons) 45
(C) |Console window Execution result and log of commands -
(D) |Parameter window Programming parameter settings -
(E) | Status bar State of command execution indicated by colors and messages |-
(F) |[Clear status and message] | Clears state information and messages. -
button

(A) Menu bar
This is the menu for operating the programmer. For details on the menu bar, see section 4.4, Menu Bar.
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(B) Toolbar

The frequently used menu items can be executed by clicking on the buttons. For details on the toolbar,
see section 4.5, Toolbar.

(C) Console window
This window shows the execution result and log of commands.
Note that log entries older than the 3000th line are automatically deleted.

(D) Parameter window
This window shows the settings acquired from the FP6 main unit when a setting file or a program file is
downloaded, the FP6 main unit is connected, or the active programming area is changed. However, the
information on connection with the target device is not displayed when “Restrict Upload from FP6” is
selected in the [FP6 Security Manager] dialog box (see Figure 4.23).

(E) Status bar

The current state of the FP6 and the result of command execution are displayed. This facility is effective
only when a command is executed from the menu bar. The state shown on this bar is not updated when a
command is executed through the console window.

Table 4.2 Status Information

Status Description

Busy Command execution is in progress.

_ Command execution ended normally.

Command execution failed.

(F) [Clear status and messages] button

The displays in the console window and status bar are cleared and the states of the LEDs of the FP6 are
cleared.
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4.2 Creating a New Setting

421 [Create New Setting] dialog box

Selecting [File]-[New Setting File...] from the menu bar opens the [Create New Setting] dialog box, as shown
below.

Create Mew Setting =
Setting Information
(5earch microcontroller) |
. (A)
Farnih: RL7E o
Group: RL73/G14 v
Taraet Device: RSF104P) w Browse...
Setting Mame: (B
Setting Folder: || Chlsers\ooood Documentst FPE | | Browse... | (C
(D) Cancel

Figure 4.2 [Create New Setting] Dialog Box

(A) Target device
Select the family, group, and type name of the target device.

Entering the group or type name of the target device in [(Search microcontroller)] initiates a search for the
target device and displays the details of the first target device to have matched.

Remark: Using the [Browse] button is not generally necessary.

(B) Setting name
Specify the name of a setting to be created.

Remarks:

1. Since the setting name is used for a setting File name, only use characters that are allowed for file
names.

2. Up to 46 alphanumeric characters can be used for each setting name.

(C) Folder
Specify the path to the folder in which a setting File will be created.

(D) OK
Click on the [OK] button to create a setting File in the specified folder and open the [Setup] dialog box.
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4.3 [Setup] Dialog Box

Setup (ChUsers\woood, Documents\FPE\Sample\Sample.es6) *
Program Files  Operation Settings Block Settings Flash Options Connect Settings
Endi . | Little-endi v
ndianness: [Littie-endian Add File(s)... Remove Selected File(s)
File Name Type Address/Offset  File CRC
(A) (B)
| Download to FP6 | Save Cancel

Figure 4.3 [Setup] Dialog Box

(A) [Download to FP6] button

Clicking on this button applies the changes made in the [Setup] dialog box to the setting file, and closes
the [Setup] dialog box. In addition, the setting file, parameter file, and program file are downloaded to the
FP6. This button is non-active when the FP6 is not connected.

(B) [Save] button

Clicking on this button applies the changes made in the [Setup] dialog box to the setting file, and closes
the [Setup] dialog box. Unlike the [Download to FP6] button, no files are downloaded to the FP6.
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4.31 [Program Files] tabbed page

The [Program Files] tabbed page allows you to select the files to be written to the target device.

Setup (Ch\Users\wooood\Documents\FPE\Sample\Sample.es6) *
Program Files  Operation Settings Block Settings Flash Options Connect Settings
(A)
(C) (D)
Endi . | Little-endi v
nclanness: |Lifleendian Add File(s).. Remove Selected File(s)
File Name Type Address/Offset  File CRC
CAUsers\iooaad\Programi\Sample.mot HEX  |--=-e=e- FE36A175
CAUsers\xeoood\Program\DataFile.bin BIN 000002000 B70B4C26
(B)
Download to FPB Save Cancel
Figure 4.4 [Program Files] Tabbed Page
(A) Endian

Select the endian according to the data of the program file. This item is not displayed when the target
device does not support switching of the endian.

(B) List of files
Displays a list of files to be written to the flash memory of the target device. Files can be added to the list
by clicking on the [Add File(s)...] button or by dragging and dropping. Selecting and double-clicking on the
name of a target file opens the [File Offset] dialog box which enables specifying the write address or
offset. For details, refer to section 4.3.1.1, [File Offset] Dialog Box.

Caution: Before selecting and downloading an RPE file, set the password for the RPE file to be sent to the
FP6 main unit through the dialog box produced by the [Programmer Setting] menu item.

Remarks:
1. [Address/Offset]: An offset can be specified for a HEX file. The entry in the [Address/Offset]
column for a HEX file shows “-------- ” if no offset is specified and “+xxxxxxxx” if an offset is
specified.

2. [CRC] displays the checksum (CRC-32) of the selected file. This checksum is calculated from the
entire file including a linefeed code. Therefore, it does not match the checksum acquired from the
target device.

3. Multiple DDI, HCUHEX, or RPI files cannot be selected.
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(C) [Add File(s)...] button
This opens a dialog box for opening a file to be added to the list of files. If a binary file or user key file is
selected in this dialog box, the [File Offset] dialog box opens to allow specifying the programming start
address.

(D) [Remove Selected File(s)] button
Select a file or files to be removed. Clicking on this button or pressing the delete key of Windows enables
removal of the selected file(s).

4.3.1.1 [File Offset] Dialog Box

A binary file or a key file is shown in address mode and other types of file are shown in offset mode.

File Offset (File 1 of 2) W ‘
File: |samplebin |
Address: || 12345678 h| (A) Cancel

Figure 4-5 [File Offset] Dialog Box (Address Mode)

File Offset X ‘
File: |sam|:| le. mot |
Offset 4 [00ABCDEF| |h |(B) oK Cancel

Figure 4-6 [File Offset] Dialog Box (Offset Mode)

(A) Address
Enter the write address of the file in hexadecimal.

(B) Offset
Enter the write offset (additive) of the file in hexadecimal. No entry will be regarded as 0.
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4.3.2 [Operation Settings] tabbed page

The [Operation Settings] tabbed page allows you to change settings related to the operation of flash
memory.

Remark: Some items may not be displayed or the values of some items may not be changeable depending

on the selected target device or program file.

Setup (ChUserseooced Documents\FPE N SamplelSample.es) >
Program Files | Operation Settings | Block Settings Flash Options  Connect Settings
Comrands Erase Options
(A) .
Erase Erase Selected Blocks w (B)
Program
O] Verify Programn & Verify Opticns
. : : : (C)
(] Program Flash Opticns Verify by reading the device e
[] Verify Flash Options (] Skip ID Code Verify
[] Checksum
Fill with CxFF Checksum Options
(E) (D)
Code Flash / User Boot 16bit Subtractive
Data Flash
[] Calculate all areas
Download to FPG Save Cancel

(A

Figure 4.7 [Operation Settings] Tabbed Page

) Command

Select the command(s) to be executed in response to pressing the [START] button on the FP6 or clicking
on the [Start] button on the FP6 Terminal. When multiple commands are selected, they are executed in
order from the top. The six processes listed below can be selected as commands. Note that some
commands may not be available depending on the selected target device.

Remark: If you wish to execute any of these commands individually, select it from the [Target] menu.

Erase

This command erases flash memory data in the range selected for the [Block Settings] tabbed page and
"(B) Erase Option".

Program

This command programs data in the flash area. The programming range is set on the [Block Settings]
tabbed page.

Verify
This command verifies the flash area. The verification range is set on the [Block Settings] tabbed page.
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« Program Flash Options

This command makes settings of flash options such as lock bits, OTP, flash access window, option bytes,
and security. These settings correspond to those configured on the [Block Settings] and [Flash Options]
tabbed pages. Note that this item is not displayed when the HCUHEX files, RPI files, or RPE files
containing encrypted versions of those files are selected and programming of flash options always
proceeds during programming.

Caution: If the contents of the [Flash Options] tabbed page have been modified, programming of the flash
options must be enabled for command execution to reflect the modification in the setting file. The
settings will not be made in the target device otherwise.

« Verify Flash Options

This command verifies the flash option areas. When this option is used, also select [Program Flash
Options].

¢« Checksum

This command acquires the checksum of flash memory. The method selected for "(D) Checksum Option"
is used for calculating the checksum.

(B) Erase Option
Select an option for "Erase" under "Command".

« Erase Selected Blocks
Erase only those blocks selected on the [Block Settings] tabbed page.
For the [Block Settings] tabbed page, see section 4.3.3, [Block Settings] tabbed page.

« Erase All Blocks
Erase all blocks.

Caution: Erasure processing may be skipped for certain blocks reserved by the MCU due to security
functions and so on.

« Erase Chip
Erase all blocks and clear the flash options.

Cautions:

1. This processing does not restore the MCU to its state at shipment. If correct settings are not
programmed for the flash options after erasing the chip, the MCU will not operate.

2. For 78K, V850, and R8C devices, the erasure operation will be switched according to the settings
on the [Block Settings] tabbed page.

3. When "Erase Chip" is executed, the chip erasure command, the security release command, or the
configuration clear command will be executed after all blocks are erased. For details of these
commands, refer to the user’s manual of the MCU.

(C) Program & Verify Option
Select an option for "Program"” or "Verify" under "Command".

« Verification type

Select the type of verification as one of the following items. Depending on the target device, only one type
may be available.

— Verify by reading the device
Data are acquired with a read command from the MCU and the FP6 handles verification.
Comparison cannot proceed if the MCU is in a state such that reading is prohibited.
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— Verify in the device

Data are re-sent to the MCU in response to the verify command and the MCU side handles
comparison.

Depending on the specifications of the verify command, the range for comparison may extend beyond
the programmed data, and this may lead to an error in verification if “Fill with OXFF” was not selected.

Use this option if the execution of read commands is disabled by the security settings of the MCU.

« Skip ID Code Verify

In general, do not select the check box when this feature is displayed as an option. However, use this
feature in cases of the following type.

The security settings of the MCU may make reading of the ID code impossible since the ID code in the
MCU is protected. This may lead to an error in verification processing. To avoid errors of this type, select
this check box to use the feature.

For details, refer to section 13.9, Verification after Protecting the MCU.

(D) Checksum Option

Select the method for calculation when "Checksum"” is selected under "Command". Usable methods vary
with the target device.

« Calculate all areas

In general, the range for calculation of the checksum is selected as all ranges of the target device or the
range specified on the [Block Settings] tabbed page.

(E) Fill with OxFF
Select this check box if you wish to fill the ranges that do not contain program file data with OxFF.
Target areas: Code flash and user-boot areas or data flash area

« When "Fill with OxXFF" is selected
— Programming: OxFF will be written to the ranges that do not contain program file data.

— Verification:  The ranges that do not contain program file data will be compared with OxFF as the
expected value.

« When "Fill with OXFF" is not selected
— Programming: No data will be written to the ranges that do not contain program file data.
— Verification:  The ranges that do not contain program file data will not be verified.

Remark: "Fill with OXFF" cannot be deselected for some target devices.

Caution: Even if "Fill with OXFF" is not used, filling of OxFF is always performed in the minimum unit of
programming by the MCU.

R20UT5453EJ0100 Rev.1.00

? Page 41 of 189



PG-FP6 V1.12 4. Usage of the FP6 Terminal

4.3.3 [Block Settings] tabbed page
The [Block Settings] tabbed page allows you to set blocks to be handled.

Caution: If the selected file is HCUHEX or RPI, the [Block Settings] tabbed page is not displayed. The
blocks to be handled are processed as all blocks (chip mode) with the lock bits and OTP is
processed according to the content of the RPI file if this is the file type.

4.3.3.1 Case of a 78K, V850, or R8C device

Setup (Ch\Users\aooood\Documents\FPE\Sample\Sample.est) d
Program Files Operation Settings 5 Flash Options Cennect Settings
~ Operation Area
- (A)
Maode Block Mode
~ Block Setting
Operate Code Flash Operate
Code Flash Start Block (00000000 (Block 0)
Code Flash End Block 0xODOFFFFF (Block 31)
Operate Data Flash Operate
Data Flash Start Block 0x00000000 (Block 0)
Data Flash End Block 0xFEQOTEFF (Block 1023)
Download to FPG Save Cancel

Figure 4.8 [Block Settings] Tabbed Page (Case of a 78K, V850, or R8C Device)

(A) Operation Area
Specify the target range for erase, program, and verify operations.
The flash memory can be handled as a whole (Chip Mode) or in block units (Block Mode).

 Mode
— Chip Mode
This mode is used to handle the entire chip.

— Block Mode

This mode is used to specify a range of blocks. Erasure, programming, and verification will not be
executed for blocks outside the range.

« Operation of code flash and data flash
Select whether the code flash and data flash areas should be regarded as the target of operation.

« Start/end block of code/data flash
Select the start and end addresses of the code flash and data flash areas to be handled.
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4.3.3.2 Case of other device types

Setup (Ch\Users\sysiceg\Documents\FP&\Sample\5ample.est) d

Program Files Operation Settings Block Settings  Flash Options  Connect Settings

Region Start End Size Lockbit QTP ™
B R7F701273 O O
Code Flash 1 e D0DDDDD0 O D0TFFFFF 2.0 MB [l O
Code Flash 2 e 00200000 D O03FFFFF 20MB O O
= User Boot Area e 01000000 O 01007FFF 32 KB [l O
Block 134 0x 07000000 D 01007FFF O O
Block 135 D FF200000 D FF20003F 64
(A) Block 136 0xFF200040 0xFF200071 64 (B)
Block 137 O FF200030 OxFF2000BF 64
Block 138 OxFF2000C0 O FFZ000FF B4
Block 139 O FF200100 D FF20013F 64
Block 140 OxFF200140 OxFF20017F B4 e
Download to FPG& Save Cancel

Figure 4.9 [Block Settings] Tabbed Page (Case of Other Device Types)

(A) Information on area blocks
Specify the target blocks for erasure, programming, and verification.

Cautions:

1. The names of areas or block numbers are common to FP6. Note that these names may differ from
those stated in the user’s manual of the target device.

2. When “Erase All Blocks” or “Erase Chip” is selected for [Erase Options] on the [Operation Settings]
tabbed page, the settings made on the [Block Settings] tabbed page are ignored.

3. When SuperH is selected as the target device, either code flash or user boot flash can be specified
as the target of operation. When both areas need to be programmed simultaneously, you can
select both areas by specifying a DDI-format file as the program file.

(B) Lock bits or OTP
To set the lock bits or OTP, select the target blocks on the [Block Settings] tabbed page. Alternatively,
select "Set" for "Set Option" of each item on the [Flash Option] tabbed page and click [Program Flash
Option] on the [Operation Setting] tabbed page and execute [Start].
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434 [Flash Options] tabbed page
The [Flash Options] tabbed page allows you to specify flash options for the target device.

Remark: Only those items the target device supports are shown. For the meanings and details of the
settings of the individual items, refer to the user's manual of the target device in use.

Setup (Ch\Usershcoceed\ Documents\FPE\SamplelSample.esE) >
Program Files Operation Settings  Block Settings F|35h ..... G F'tlDﬂS Connect Settings
v  Lock-Bit M
Set Option Do Mothing
v OTP
Set Option Do Mothing
v Option Bytes
Set Option Do Mothing
Enable Extended Option Bytes Mo
OPETD El TFEFFFFF
OPETT El BFFFC938
OPET2 El BFFFFFFF
OPET3 El FFFFFFFF
OPET4 El FFFFFFFF
OPET3 El FFFFFFFF
OPETE El FFFFFFFF
OPET7 [Hex] FFFFFFFF
OPETS El FFFFFFFF
OPETY [wex] FFFFFFFF bl
Download to FP6 Save Cancel

Figure 4.10 [Flash Options] Tabbed Page

(A) Lock-Bit
Select whether to set the lock bits. When “Set” is selected, the lock bits for the blocks selected on the
[Block Settings] tabbed page will be set.

(B) OTP
Select whether to set the OTP. When “Set” is selected, the OTP for the blocks selected on the [Block
Settings] tabbed page will be set.

(C) Access window/Flash shield window
Select whether to set the access window.

« Set Option
— “Do Nothing”: Access window are not set.
— “Set”: The setting of access window is enabled.

« Start Block/End Block
Select the start or end block from the pull-down menu.

« Operation Setting
— “Prohibit outside the range”: Programming or erasing of blocks outside the range from the start block
to the end block is prohibited.
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— “Pronhibit inside the range”: Programming or erasing of blocks within the range from the start block to
the end block is prohibited.

“Disable rewriting”
— “No”: Making changes within the access window is not disabled.
— “Yes”: Making changes within the access window is disabled.

(D) Option Bytes (OPBT)
You can change the settings of option bytes (OPBT).

« Enable Extended Option Bytes

Select “Enable” or “Disable”, respectively, to enable or disable setting of extended option bytes (OPBT8
and above) and acquisition of their values.

Caution: Be careful when you rewrite the values of the extended option bytes since they may include
important settings for the MCU.

« OPBTO to OPBT7
Enter the value of option bytes in 4-byte units in hexadecimal notation (bit 31 to bit 0).

« OPBT8 and above
Enter the value of extended option bytes in 4-byte units in hexadecimal notation (bit 31 to bit 0).

(E) ICU-S
Enable or disable the ICU-S.

« “Set Option”
— “Do Nothing”: ICU-S is not set.
— “Set”: The ICU-S function is enabled.

Caution: For some target devices, the ICU-S cannot be disabled after it has been enabled. For details, refer
to the user's manual of the target device.

(F) Security
Set security functions.

o “Set Option”
— “Do Nothing”: The security function is not set.
— “Set”: The security function is enabled.

« “Enable ID Code Authentication”
— “No”: The ID authentication function is disabled.
— “Yes”: The ID authentication function is enabled.

« “Disable Chip Erase / Disable Block Erase / Disable Program / Disable Read / Disable Rewriting boot
cluster / Disable Initialize Command / Disable Test Mode / Disable AL2 authentication / Disable AL1
authentication / Disable LCK_BOOT transition”

— “No”: The security function is not set for the target command.
— “Yes”: The use of the target command is prohibited.

Cautions:
1. Once any of the functions for disabling commands has been set for an MCU, some of the security
settings cannot be reversed.
2. To reverse the security settings for the MCU, select “Erase Chip” for “Erase Options” to clear the
flash options.
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(G) Reset Vector
Enter the reset vector value of the target device in hexadecimal notation.

(H) Security Code
Set the ID code or the access password.

« “Set Option”
— “Do Nothing”: An ID code or access password is not set.
— “Set”: The setting of an ID code or access password is enabled.

« ID Code
Enter the ID code in hexadecimal notation.

o Code Flash Access Password
Enter the password for accessing code flash memory in hexadecimal notation.

o Data Flash Access Password
Enter the password for accessing data flash memory in hexadecimal notation.

(I) Boot Area
Specify the end block of the boot area.

(J) Connection Prohibited

Make the setting for disabling connection in serial programming mode or both the debugger and serial
programming mode.

« “Disable Serial Programming”
— “Do Nothing”: Serial programming is not disabled.
— “Set”: Connection in serial programming mode is disabled.

« “Disable Debugger and Serial Programming”
— “Do Nothing”: Debugger and serial programming are not disabled.
— “Set”: Connection in debugger and serial programming mode is disabled.

Caution: Once the Connection Prohibited function is set for an MCU, the setting cannot be reversed.

(K) DLM
Make the setting for DLM state transitions. Use this setting when DLM state transitions are set in
response to other processing such as the programming of a program file. When a DLM state transition
requires authentication, use the DLM transition in the menu for the target device.

o “Set Option”
— “Do Nothing”: A transition of the DLM state is not to be set.
— “Set”: The setting of DLM transitions is enabled.

o “Target State”
Select the destination of the DLM transition from the pull-down menu.

(L) DLM Keys
Specify the DLM key file for use in DLM authentication which is to be set for the target device.
For details on how to generate DLM keys, refer to Security Key Management Tool.

o “Set Option”
— “Do Nothing”: A DLM key is not to be set.
— “Set”: The setting of a DLM key is enabled.
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o DLM key file
Open the [Open File] dialog box by clicking on D and specify a DLM key file.

Remarks: 1. If a DLM key file is not specified, programming of the flash memory will not proceed.
2. DLM key files in formats other than the Renesas Key File (.rkey) are not supported.

(M) Boundary
Set the size of the secure and non-secure callable areas of the target device.

o “Set Option”
— “Do Nothing”: Boundaries are not to be set.
— “Set”: The setting of boundaries is enabled.

+ “Renesas Partition Data File”

Use the Renesas Partition Data File to make the settings of “Secure [KB]” and “NSC [KB]” on boundaries.

o “Secure [KB]”
Enter the size of the secure area in KB units.

o “NSC [KBY”
Enter the size of the non-secure callable area in KB units.

Caution: Confirm the specifiable sizes in the user's manual of the target device since limits will apply.

(N) Flash Read Protection
Make the setting for flash read protection.

« “Set Option”
— “Do Nothing”: Flash read protection is not to be set.
— “Set”: The setting for flash read protection is enabled.

« “Start Block/End Block”
Select the start or end block from the pull-down menu.

Remark: To enable reading of all blocks, select “Permitted All Blocks”.

« “Disable rewriting”
— “No”: Rewriting of flash read protection is not disabled.
— “Yes”: Rewriting of flash read protection is disabled.

(O) Extra Option
Make the setting for the extra option.

o “Set Option”
— “Do Nothing”: An extra option is not to be set.
— “Set”: The setting of an extra option is enabled.

« “Disable rewriting”
— “No”: Rewriting of an extra option is not disabled.
— “Yes”: Rewriting of an extra option is disabled.

Caution: Once the Extra Option function is set for an MCU, the setting cannot be reversed.

(P) Configuration Data Lock Bit
Make the setting for a configuration data lock bit.
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o “Set Option”
— “Do Nothing”: A configuration data lock bit is not to be set.
— “Set”: The setting of a configuration data lock bit is enabled.

Caution: Once the Configuration Data Lock Bit function is set for an MCU, the setting cannot be reversed.

(Q) Anti-Rollback Settings
Make the Anti-Rollback Settings.

« “Set Option”
— “Do Nothing”: Anti-Rollback Settings is not to be made.
— “Set”: Making of Anti-Rollback Settings is enabled.

Caution: Once the Anti-Rollback Settings function is set for an MCU, the setting cannot be reversed.

(R) OEM root public key
Make the setting for the OEM root public key.

« “Set Option”
— “Do Nothing”: An OEM root public key is not to be set.
— “Set”: The setting of an OEM root public key is enabled.

o “Encrypted OEM root public key”
Open the [Open File] dialog box by clicking on D and specify the encrypted OEM root public key file.

« “Disable Rewriting”
— “No”: Rewriting of an OEM root public key is not disabled.
— “Yes”: Rewriting of an OEM root public key is disabled.

(S) Certificate
Make the setting for a certificate.

« “Set Option”
— “Do Nothing”: The certificate setting is not to be made.
— “Set”: Making of the certificate setting is enabled.

o “Verification Method”
Specify the authentication method.
— “Signature”: Signature mode
— “CRC”: CRC mode

o “Code Certificate / Key Certificate”
Open the [Open File] dialog box by clicking on D and specify a certificate file.
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4.3.5 [Connect Settings] tabbed page
The [Connect Settings] tabbed page allows you to fill the information necessary for connecting the MCU.

Remark: The items displayed on this page vary with the type of the target device.

Setup (C\Users\vonotd Documents\FPE\ Sampleh Sample.est) hot

Program Files Operation Settings Block Settings  Flash Options  Connect Settings

Communication
(A) Interface: 2 wire UART w Speed: 4,000,000 ~ | bps Tool Details...
Power Supply
B .
(B) [] Power supply from FP6 VC G V] [ Wide Vottage
1.6Y - 5.5V YCC Monitor
Clock Device Authentication
©) Input Frequency: 120 [MHz] Setting... (D)
Multiplier (CPU): [0 Authentication Level | a)2
Multiplier (Peripheral): (4.0
RH&50 5VR Settings (E)
= .
(] Enable Clock Output from FPE Override SVR parameters
10 (@) Using program files
() Disable SVR
Download to FP6 Save Cancel

Figure 4.11 [Connect Settings] Dialog Box

(A) Communication
 Information on the programmer
The communication port and serial number of the currently connected FP6 are displayed.

Remark: You cannot select any other FP6 through this dialog box. To do so, select [Programmer]-[Setup
PC Connection] in the main window.

« Interface
Select the method for communicating with the target device.

e Speed
Select the communication speed in the communication mode selected for “Interface”.

Caution: If the target device operates at a low voltage, communications may only be possible with a
relatively low baud rate (e.g., 9600 bps or 115200 bps).

R20UT5453EJ0100 Rev.1.00 Page 49 of 189
Apr.01.24 RENESAS




PG-FP6 V1.12 4. Usage of the FP6 Terminal

« Tool Details

Click on this button to open the [Tool Details] dialog box, which enables setting of the states of the mode
pins at the time of connection and of the reset pin at the time of disconnection.

Tool Details >

Mode Pins at Connection

[] Custom Setting

100 Hi-Z 103 | Low
10 |Hi-Z 104 Hi-Z
102 Hi-Z 105 [ Hi-Z

Reset Signal at Disconnection

(® Reset Pin as Low
() Reset Pin as Hi-Z

Cancel

Figure 4.12 [Tool Details] Dialog Box

« [Mode Pins at Connection]

To modify the levels on the mode pins (I/O pins) at the time of connection, select “Custom Setting” and
set 100 to 105. You can then change the pin settings to the high-impedance state or to the high or low
output level.

Remark: Depending on the target device, certain selections may not be available.

For pin assignments, refer to Table 10.3, Pin Configuration of the Target Connector (14-Pin Type),
and Table 10.4, Pin Configuration of the Target Connector (20-Pin Type).

« [Reset Signal at Disconnection]
Select the state of the reset pin at disconnection from the target device.

— Reset Pin as Low
After disconnection, a low-level signal is continuously output from the RESET pin.

— Reset Pin as Hi-Z

After disconnection, the RESET pin is held low for a short time and then placed in a Hi-Z state. This
setting is used when making the target device operate after completion of the FP6 processing.

(B) Power Supply
« Power Supply from FP6

Select whether power should be supplied from the FP6 or the target system during the process of
connecting the target device.

Remark: We recommend supplying power from the target system to the MCU for on-board programming.
Specify the voltage value within the range of 1.8 V10 5.5 V.

Caution: The voltage value should meet the operating conditions of the target device and target system.
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« Wide Voltage

Select this check box to perform programming in wide voltage mode. For details on wide voltage mode,
refer to section 13.5, Wide Voltage Mode.

« VCC Monitor

Select this check box to detect an error when there is a gap of approximately £5% from the voltage value
that was entered in [VCC].

Caution: The voltage value is measured on the FP6 side of the target cable. Accordingly, this facility does
not guarantee that the voltage set for the target device on the target system is being supplied.

(C) Clock

Set the frequency of the input clock, the multiplication ratio of the main clock, and the multiplication ratio
of the peripheral clock. Set the input clock frequency in MHz. If the value is smaller than 1 MHz, use a
decimal. The display is switched depending on the type of the target device. You can check the clock
settings for each target device in the Points for Caution stated in the Release Note, which can be
obtained from the Renesas Tools homepage (https://www.renesas.com/pg-fp6).

In addition, specify whether a clock in the target system or that on the FP6 side is the source of the clock
signal for supply to the target device. When the [Enable Clock Output from FP6] check box is not
selected, a clock in the target system is used. When the [Enable Clock Output from FP6] check box is
selected, the clock on the FP6 side is used.

(D) Device Authentication
“Setting”

Clicking on this button opens the [Authentication Code] dialog box. Use this button if you wish to change
an authentication code required for operating the target device, such as the ID code, access password, or
DLM key. Enter the ID code for authentication in hexadecimal notation (0 to 9 and A to F).

To authenticate a device without saving the authentication ID code in the FP6 main unit, use the
communications command which is described in section 7.4.18, set_auth_id command.

o “Authentication Level (AL)”

When this option is selected, authentication proceeds at the authentication level selected from the pull-
down menu.

Authentication Codes >
v |D Code o)

ID Code El FFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFF
v Data Flash ID

Authentication Do Mothing

ID Code El FFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFF
v Customer ID

Authentication Do Mothing

ID Code El FFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFE
v Customer ID B

Authenticaticn Do Meothing

1D Code El FFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFF
v Customer ID C

Authentication Do Mothing

ID Code El FFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFF
v OCDID

Authentication Do Mothing

ID Code [wex] FFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFF ¥

Cancel

Figure 4.13 [Authentication Codes] Dialog Box
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Cautions:

Remark:

When an RX-family device is connected via the FP6, input the value in the order (control code)
ID1,1D2, ..., ID16.

Example:
When the number of effective bytes = 16, control code = 0x45, ID code = ID1=0x01, ID2=0x02,
ID3=0x03, ID4=0x04, ID5=0x05, ID6=0x06, ID7=0x07, ID8=0x08, ID9=0x09, ID10=0x0A,
ID11=0x0B, 1D12=0x0C, ID13=0x0D, ID14=0x0E and ID15=0x0F, the value will be
‘450102030405060708090A0BOCODOEOF’.
When RX72x, RX71x, RX66x, RX65x, or RX64x device is connected via a debug tool which has
been specified with the CS+ or e2 studio, the order for input of the authentication code changes to
that shown below.

ID4 ID3 ID2 ID1 ID8 ID7 1D6 ID5 ID12 ID11 ID10 ID9 ID16 ID15 ID14 ID13

FP6 repeats it up to three times if ID code authentication fails.
When an RA-family, Renesas Synergy™-family, or RE-family device is connected to the FP6, input
values to be specified for registers of the target device in order of bits 127 to 0 in byte units. Since
the input specification may also differ with the tool, confirm the input specification of the tool you
will be using.

For an RH850-family device, when the ID code for programming is to be generated in a program
file instead of on the [Option Settings] tabbed page, enter the value set for the register in the target
device from the higher-order bits in byte units. Example: For ID255 to IDO, the first byte is entered
as ID255 to ID248 and the second byte is entered as ID247 to 1D240.
The default authentication code in some target devices at the time of shipment is all FFs. For
details, refer to the user’'s manual of the target device.

(E) RH850 SVR Settings
Make the settings to control the SVR parameters while the PG-FP6 is connected to the target device.

“Override SVR parameters”

« When this option is selected

The PG-FP6 is connected to the target device after forcibly changing the SVR settings of the target
device.

— “Using program files”: Parameters in the program file are used.
— “Disable SVR”: The SVR functions are disabled.

« When this option is not selected
The SVR parameters written to the option bytes of the target device are used.

Caution: Caution is required since the SVR settings are for the power supply. For details, refer to the user’s

manual of the target device.
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44 Menu Bar

441 [File] menu

4.41.1 [New Project...]

This menu item is used to select a new target device and create a new setting file.

4.41.2 [Open Project...]

This menu item is used to open a setting file which has been created and download it to the FP6.

Caution: When a setting file created by using the FP5 is selected, the [Config Area] check box on the [Block
Settings] tabbed page of the [Setup] dialog box is not selected by default. If necessary, select the
[Config Area] check box after opening the [Setup] dialog box. This note is only applicable to the
RX651 and RX65N groups.

4.41.3 [Upload Files]
This menu item is used to upload a program file and the setting file that are stored in the FP6 to the PC.

Remark: This menu item is not executable when [Disable Upload] is selected for the currently connected
FP6.

« [File Upload] dialog box
Specify the file to be uploaded and the directory where the file is to be saved.

File Upload >

Save Folder

(A) |C:\Usersixxxxx"aDDcuments\FF'ﬁ | I Browse... |

Upload File
(B) Upload Program File

(® S-Record
() Intel Hex

|Samp|e.r‘r1|:ut |

(C) [+ Upload Setting File
Pararmeter File Marme:
|RSF104PJ.pr5 |

Setting File Name:
|RSF104P)_Sample.es6 |

(D)
Default 0] 4 Cancel

Figure 4.14 [File Upload] Dialog Box

(A) [Save Folder]
Specify the directory where the file is to be saved after it has been uploaded.
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(B) [Upload Program File]

When a program file is to be uploaded, specify the file format (S-Record or Intel Hex) and select the
check box. Although the text box initially shows a file name, the name can be changed.

(C) [Upload Setting File]
When a setting file is to be uploaded, select this check box. Although the text box initially shows a file
name, the name can be changed.

(D) [Default] button
Clicking on this button restores the dialog box to its initial values.

4.41.4 [File Checksum]

This menu item is used to calculate the checksum of the data in the program file, which is saved in the
currently connected FP6, and display the value in the console window.

Remark: Empty locations are included in the calculation as having the value OxFF.

« [File Checksum] dialog box

Specify an area (or all areas) of the data saved in the FP6 and the method for calculating the checksum
of the data.

File Checksumn %
Select Area Select Address
o | Start Address (HEX):
Code Flash
Data Flash
End Address (HEX):
Length (HEX]:
Size = 264 KB
(B)
(D)
Checksum Type
(C) || 16bit Subtractive v
0K Cancel

Figure 4.15 [File Checksum] Dialog Box

(A) List of areas
Specify the area to be used in calculating the checksum.

(B) Information on an area
Displays information on an area selected in the list of areas.

(C) Method for calculating the checksum
Select the method for calculating the checksum.
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(D) “Select Address”

Only change the addresses when calculation is to be for a specific range.

4.41.5 [Recently used setting files]

This menu item is used to display the setting files that have most recently been created (up to eight

filenames).

File | Programmer

Target Device

Mew Project...

Open Project...

Upload Files...

File Checksum...

1 Samplel.est
2 Sample.esb
3 Sample3.esb
4 Sarmpled.esb
5 Sample3.est
& Samplef.est
7 Sample?.esb

8 Sampled.esb

Exit

Ctrl+M
Ctrl+ 0

Alt+F4

Figure 4.16 [Recently used setting files] Dialog Box

4.41.6 [Exit]

This menu item is used to close the FP6 Terminal.
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44.2 [Programmer] menu
4.4.21 [Connection to FP6]

This menu item is used to select the port and baud rate for communications between the FP6 Terminal and
the FP6 main unit.

« [Connection to FP6] dialog box

Connection to FPE o
(A) Port: COM3: FP6 (S/N: 9CN00DD2A) w
(B) Baud rate: |9800 E

(C) Enable automatic connectian to FPE

(D) Cancel

Figure 4.17 [Connection to FP6] Dialog Box

(A) [Port]
Select the communications port connected to the FP6 main unit. When a USB interface cable is used for
connection, "COMx: FP6(S/N:xxxxxxxxx)" will be displayed.

(B) [Baud rate]
Select the speed for communications of the serial port of the FP6 main unit.

Remarks:
1. [Baud rate] is hidden when a port is USB-connected to the FP6 main unit.
2. Con